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Y10 Takoe nateHT CLLUA?

MaTenT CLUA naét Bnagenbuy
9KCKITH03UBHOE NpaBO NOJib30BaTLCA
3anaTeHTOBaHHOW TEXHOMNOIMen, a Tak xe
NCKIToYaTb APYrnx nuu OT co3gaHus,
MCNOSIb30BaHUA, Npo4aXun nnn nMmnopTa B
CLUA TOBapoB nnn cepBncoB MMEOLLNX B
cebe 3anaTeHTOBaHHY TEXHOSOMUIO.

HeT TpeboBaHusA npakTukoBaTb N300peTeHne
ONSA NPUHATUA NPaBONPUMEHUTENbHbIX Mep
NPOTMB HapyLLUMTEenen naTeHTa.

Ba)kHO NpaBunbHO yKasaTb MMEHa BCex
nsobpeTtatenen n BnagensLa naTeHTa.

Buabl nateHToB ang 3awmtbl UT:
- W3obpeteHus (Utility patent)
— [HusanHbl (Design patent)
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Buabl nateHTHbLIX 3a9BOK CLLUA:
BpemeHHas 3asaBKa (provisional application)

- He nmeet npaBa npuoputeTa

- He nmeet dbopmanbHbIX TpeboBaHum

- He nognexuT naTteHTHOM 3KcnepTunse

- CrtoumocTb nogaum 3assku: large entity $260, small entity $130, micro entity $65

-  Cpok gencrtsusi BpEMEHHOM NaTeHTHOM 3adABKU OOMH rof, B TEHEHUN KOTOPOTo
HeobxoaMmMo nogaTb 3assBKy Ha nsobpeteHue (utility application) ocHoBaHHytO Ha
BPEMEHHOMN 3asBKe.

- MoxHO nogatb MHOXECTBO BPEMEHHbIX 3as1BOK, a NOTOM nogatb ogHy obuwyto utility
application ocHOBaHHYIO Ha BCEX BPEMEHHbIX 3adBOKaXx.

- Ecnun 3abpolueHa, BpeMeHHasi 3asiBka octaeTcs 3acekpedeHHoun B USPTO.

- nOﬂyﬂﬂpHOCTb BPpEMEHHbIX 3aABOK 3Ha4YNTENIbHO BO3POCI1a B CBA3U C Nepexogom
CLWA Ha MNPOBYKO CUCTEMY MNMAaTEHTOBaAHUA, B COOTBETCTBUN C KOTOpOIZ NnpaBo Ha
nofiydeHne narteHTa noJjiydaeT TOT, KTO nepBbliM rnodasl 3aAaBKY (BKJ'II-O‘—IaS'-I BPEMEHHYIO
3a9|B|<y), a He TOT KTO NepBbiM M306pen.

Smart in your world®

Arent Fox



Buabl nateHTHbLIX 3a9BOK CLLUA:
3asiBKa Ha usobpeteHue (utility application)

- 3asBKa JorkHa ObITb NogaHa B TEYEHUM OAHOro rofa nocne nogadn PoOCCUICKon
3as1BKM, YTO Obl UICMPOCUTL AaTy NPUOPUTETA OT POCCUIACKON 3asiBKM.

- CtommocTb nogaym nateHTHon 3asBkm $1600 3a 20 NyHKTOB M30OPETEHUS, U3 HUX HE
bonee Tpéx HesaBUcUMbIX; $420 3a Kaxxabli HE3aBUCUMbIN NYHKT cBbiwe 3, n $80 3a
Kaxxgbl NyHKT cBbiwe 20.

- [na komnaHun nmerowwmnx wrat He 6onee 500 yenosek (small entity), USPTO paét
50% cknakm Ha Bce Tapudbl.

- [Ons vHamBmayanbHbIX n3obpeTtaTtenen y koTopbix goxoa He 6onee $150,000 USPTO
naet 75% ckuaku Ha Bce Tapudobl.

- 3asiBUTENb MOXET 3ane6OBaTb, 4yTO Obl NATEHTHAasA 3asBKa paccMaTtpuBanachb
CEeKpETHO N He ny6n|/||<0|3anaCb.

- YckopeHHoe paccMmoTpeHue 3asBku no Fast Track - $4000 ($2000, $1000)
- YckopeHHoe paccMoTpeHue 3asBku no Patent Prosecution Highway (PPH) - $0
- [MaTeHT gencTBuTeneH Ha cpok 20 neT co AHSA nogadn NaTeEHTHOM 3asiBKW.

- Tapudbl USPTO 3a nogaepxaHune natenta: $1600/$3600/$7400 Ha 4/8/12 ronoBLMHbI
Bblgaym nateHta CLUA.
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3asiBKa Ha NpoMbILWeHHbIN obpa3sel
(design patent application)

- 3asBka gomkHa ObITb NogaHa B TEYEHUM LLECTU MEeCSLEB Nocne noaadyn poCCUINCKON
3asBKW, YTO Obl UMETb AaTy NPUOPUTETA OT POCCUICKON 3asIBKU.

- CToMMOCTb nogaym nateHTHow 3aaBku $760.
—  CpoK oxngaHus nepsbix pe3ynsrtaTtoB aKcrnepTusbl 12-18 mecsaues.
- [MaTeHT gencTBuTeneH Ha cpok 14 neT co AHA Bbldadun nNaTeHTa.

Apple’s Design Patent D604305 Samsung Galaxy

B obnactu UT
MOXXHO
9doPpeKTUBHO
NCNosib30oBaTb
naTeHTbl Ha
NPOMBbILLSIEHHbIE
obpasubl Ana
3awmtbl GUIs.
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Mpouecc naTeHTHOro
aenonpousBoacTtsa B CLUA

I'Iop,aqa B Te4eHun roaga O6biYHas ﬂ,eJ'IOI'IpOVI3BO,£I,CTBO ~2-3 roga
POCCMMCKOMV (Mﬂl/l 6 MecgueB) nboLe 2 3aHumaet ~ 1 rog oXnaaHusa
MPUOPUTETHO pouenyp
3as1BKU ~ 2 rofa - Anennsaums
OXVOaHNS crny4ae B nanary
oTKasa - aBe a6
MNopava MonvaeHme MonbITKA
Mopava naTeHTHOI eLzeva ocnopuThb
BPEMEHHON 3a51BKM B afcne ah oTKa3 unm
3aA1BKM (CPOK USPTO P MCpaBuUTh
AOEencCTBUA A0 hOpMYITbI
12 mecaues) n306peTeHnst MpolueHune o
YcKopeHHast
MPOZOIMKEHUN
npoueaypa
aK3ameHaLuu
My6nuyHoe ~ 2 mecsua PekomeHayetcst
ornaiuenme/ B OoXnaaHnA npoBoaAnTb TenedoHHoe ~1-2 ropa
Mﬁgannbsg:::(ge redenmn WHTEPBbIO C 3KCMEPTOM oX1aaHna
rona !
M C ero HayanbHUKoM!
N306peTeHUs (1 ¢ ero Ha4ansHukom!)
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PekoMeHOauum K noaAroTtoBkKe NaTeHTHbIX
3aaBOK Ha nsobpeteHus (Utility applications)

—  OuyeHb KpaTKo onucbiBanTe ypoBeHb TEXHUKK (prior art).
—  He nepeuncnante n He obcyxaanTe N3BECTHbIE NaTeHThl N 3asiBKU.
- BCE YTO Bbl CKAXXUTE MOXET BbITb MCMNOJIbSOBAHO MPOTMB BAC
- [obaBnante onncaHne ypoBHSA TEXHWKN B OnncaHne n3obpeTeHus.

— B AmepukaHcKkon npakTtuke, B otTnnymmn ot Poccuinckon n EBponenckon, He
HY>KHO pas3gensitb opmyny n3obpeTeHns Ha ABe YacTu, OTAENbHO
yKasblBaloLWMe YPOBEHb TEXHUKN U HOBLIE aclekTbl N300peTeHus.

- USPTO T1pebyeT 3aaBuTens packpbiTb N3BECTHLIA UMY YPOBEHb TEXHUKU, KOTOPbLIN
MOXET MOBMUATb Ha NAaTEHTOCNOCOOHOCTb N306peTeHNS.

—  PackpbiBante USPTO pesynsraTbl NOMCKOB YPOBHA TEXHUKU MOSTyHEHHbIX BO
BCEX POACTBEHHbIX MHOCTPaHHbIX 3asBKax B TEYEHUN Tpex MecsueB rnocne
nonyyvyeHne pesynsraTtoB MOMCKOB BO n3bexaHne MOLUSnH.

- Wcnonb3ynte Information Disclosure Statement (IDS)

Smart in your world®
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PekomeHgauum no noaroToBkKe
NaTeHTHbIX 3asBOK Ha N3oopeTteHuUs...

- [leTanbHO cocTaBnsanTe onucaHue I/I306peTeHI/IFI

— B 3aaBku Ha 1O BknovyanTe YepTexun n cxemol (C rpadomyecknmm
n3obpaxeHnssiMun) B3anmogencTena oyHKUnoHanbHbix mogynen MO.

- [obasnanTte onucaHne KOMMbIOTEPHOM CUCTEMbI U OE€TanbHO OOBLACHANTE Kak
doyHKUMKM MO BbINOMHAKTCA KOMMNLIOTEPHOW CUCTEMOM.

-  OnucbiBanTe BCe BO3MOXHble BapnaHTbl anroputmoB padoTsl [10.

—  Bkrnoyante onvcaHue TOro Kak MeTofbl UNu anropuTMbl MOTYT KOANPOBaTbLCS
NPOrpamMMHbIMU UHCTPYKLMSAMU KOTOPbIE XPaHATCSA B NaMATU KOMMNbIOTEPA UMK
B OPYrMX HeABWMXUMbIX HOCUTENAX OaHHbIX (e.g., non-transitory computer
readable medium).

- Kaxkgbin MNYHKT (bOpMyﬂbI M306peTeHI/I$'-I OOJTKEeEH NMeTb AO0CJ1I0BHOE OrNMncaHune B
AeTaribHOM ornncaHune I/I306peTeHI/IFI N vepTexax.

- TepMI/IHOJ'IOI'I/IFI AOJPKHa CoBrMagatb MexXay NyHKTamMu C*)OpMyJ'IbI M306peTeHM$'-I 7
aeTtarnbHbIM ONMcaHnem I/I306peTeHI/IFI N vyepTexxamun.
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PekomeHgauum no noaroToBkKe
NaTeHTHbIX 3asBOK Ha N3oopeTteHuUs...

- Wcnonb3ynte cnegyowme TUnbl NyHKTOB hopMyn M3obpeTeHus:

- system, method n computer program product stored on a non-transitory
computer readable medium

- He nogasainTe CULLKOM LLUMPOKNE HE3ABUCUMbIE MYHKTbI N300pETEHUS
—  [1o BO3BMOXXHOCTU NUCMNOSb3yNTe CTaHOAAPTHYO TEPMMUHOSIOMMIO.
—  OOuH NyHKT popMyribl AOSMKEH ONUCLIBATb TOSIbKO OA4HO YCTPOUCTBO.
- Hanpumep, ogHa popmyrna Ha KNnMeHT n ogHa dpopmyra Ha cepBep
-  He ucnonb3ynte yctponctBo-nntoc-gpyHkuma (means-plus-function) doopmyrbl
- ®opmynbl Ha cnocobbl U cUCcTeEMbl BegeHne busHeca = NaTEHTOCNOCOOHbI
- Heobxoanmo mx cBs3aTb C KOHKPETHLIMU (PYHKLUNSMKU KOMMblOTEpPa
- Heobxognmo onncatb KOHKPETHbIN TEXHUYECKUI pe3ynbTaT
- @®opmynbl HanpaBrieHHbIE Ha norndeckne mogenu 6as gaHHbIX = NATEHTOCNOCOOHLI
- @®opMynbl HA CTPYKTYPbl AaHHbIX = NAaTEHTOCMOCOOHbI
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Knuent-CepBep MNapagurm

L
Second
User
First Network Third
User Server User

HenpaBunbHbin doopMat nyHKTa cMcTeMHoOM oopMyribl M306peTeHns
TpebytoLen HECKOSbKO Y4aCTHUKOB

A system, comprising:
a computer configured to send requests

from a first user to establish electronic
relationships with a plurality of other users;

a networking server configured to:
process the requests;

receive communications posted by the
first user, and

send communications from a second
user to the computer based on relationships
between the first user and the second user.

KomnbloTep nornb3oBaTesisi N cepBep ABNSATCS pasHbiMU ycTponcTBamu. CnegoBaTtesnbHo,
OaHHbIN MYHKT CUCTEMHOW OOpMYyribl HE ByayT HaNPAMYH HapywaTbCa coumnanbHOW CETbIO
KOTopasi He BbIMOMHSAET BCe (PYHKUMM NYHKTA POPMYIibl N306peTEHUS.
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Knuent-CepBep MNapagurm

» I
[MpaBunbHbIM PopmaT NyHKTa MeToaa Popmynbl N300peTeHus I
TpebytoLen HECKOSbKO Y4aCTHUKOB I

Client-Side

A method, comprising:

receiving, from a first user, requests to establish
electronic relationships with a plurality of other
users;

providing data corresponding to the requests to a
server system; and

receiving from the server system communications
posted by the one or more other users,

wherein the communications have been selected
by the server system to be delivered only to users
who have relationships with the other users.

®
Smart in your world

Arent Fox

Server-Side

A method, comprising:

receiving, from a computing device, requests
to establish electronic relationships with a
plurality of other users;

receiving communications from a plurality of
other users;

determining whether the first user has a
defined relationship with the other users; and

providing the communications based on a
determination that the first user has a
defined relationship with the other users.



NMpuMepbl U3 Halen NPaKTUKMU:
US Patent 9,542,683 to Kaspersky Lab

Title: System and Method for Protecting Electronic Money
Filed: June 10, 2015 -> Issued: January 10, 2017 (Fast Track)
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Abstract

Disclosed are systems and methods for
protecting electronic money transactions from
fraud and malware. An exemplary method
include scanning a computer to detect
software objects associated with electronic
money that includes at least one of a wallet
configured to store electronic money, an
electronic money generating application, and
data including an interaction history with an
electronic exchange for electronic money;
identifying and adjusting electronic money
security modules configured to provide data
security to the detected software objects
associated with the electronic money; and
executing, by the adjusted electronic money
security modules, at least one electronic
money transaction involving the electronic
money. In one aspect, the electronic money
security modules include a wallet protection
module, a malware detection module, and a
traffic control module.



Claims of the US Patent No. 9,542,683

A method for protecting electronic money transactions, comprising:

scanning a computer to detect software objects associated with electronic money, wherein said
software objects include at least one electronic wallet configured to store electronic money and resources used by
the electronic wallet to exchange the electronic money;

providing a set of security modules comprising a wallet protection module configured to provide data
security to the detected electronic wallet and resources and a traffic control module configured to analyze protocols
and control the transmission of data relating to the exchange of the electronic money by the detected electronic
wallet; and

upon detection of an electronic wallet:

controlling, by the wallet protection module, access to the resources used by the electronic wallet to
protect an exchange of the electronic money by the electronic wallet;

tracking and protecting execution of the electronic wallet, by the wallet protection module, by
monitoring and controlling access to at least one of virtual memory, network connections, and threads used by the
electronic wallet, wherein access is reduced upon detection of suspicious activity, and wherein controlling access to
virtual memory comprises protecting virtual memory used by a running process of an executable file of the
electronic wallet by prohibiting injection of an external malicious code;

monitoring, by the traffic control module, network connections used by the electronic wallet to
determine whether the exchange of electronic money by the electronic wallet is a transmission to an untrusted
recipient based on protocol analyzer data obtained from analyzing the network connections; and

upon determination that the transmission is to an untrusted recipient, controlling, by the traffic control
module, the exchange of electronic money between the electronic wallet and the untrusted recipient by at least one
of filtering malicious packets or controlling network connections.
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NMpuMepbl U3 Halen NPaKTUKMU:
US Patent 9,747,586 to CPN Gold

Title: System and Method for Issuance of Electronic Currency Substantiated by a Reserve of Assets
Filed: September 12, 2016 -> Issued: August 29, 2017 (Fast Track)

0 Abstract
e ' Disclosed herein are system and methods for
1 ail e [ . . . .
g || Pl | Bl | LR | : issuance and circulation of electronic currency,
S 1.7 1 as well as a payment system based on use of
e the aforementioned electronic currency. In one

exemplary aspect, the system includes a
management module configured to: create and

:f-.:-.;a.-;paica.aa,--@ manage one or more wallets of electronic

i i currency; manage information about a reserve

@ Bty e ] . |emene |3 gubstantiating the electronic currency, wherein
e e Fhe reserve comprises one or more tangible or

: i intangible assets; and record electronic

lﬂu}@Mm ........................... 5 ::1;‘ i currency transactions in a settlement network,

; haisd i wherein the settlement network carries out

™ N O} ‘eeeee-e--eeot transactions and stores data describing said

transactions; and an issuance center
b : configured to carry out centralized issuance of

' blgckchain-tased nowark ' . .

: Ol the electronic currency and its controlled
: . . . .

release into circulation in the settlement
network, wherein the amount of the issued
electronic currency released into circulation in
the settlement network is equal to or less than
® . . .

Smart in your world the amount of the reserve substantiating it.
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Claims of the US Patent No. 9,747,586

A computer-based system for issuing and managing electronic currency substantiated by a gold reserve, comprising:
a management module, executable by a computer processor, configured to:
create and manage one or more wallets of electronic currency for a system operator and a plurality of clients;

execute electronic currency payment transactions by transferring electronic currency between one or more
wallets of the system operator and/or a plurality of clients and recording information about the executed transactions in a
private blockchain-based settlement network;

manage information about the gold reserve substantiating the electronic currency and control in real-time
purchase or sale of gold on an external market in an amount required to fully substantiate the issued electronic currency at
each moment of time; and

an issuance center, executable by a computer processor, configured to:

receive in real-time information from the management module concerning an amount of the gold reserve
substantiating the electronic currency;

perform centralized generation and controlled issuance of the electronic currency into circulation, wherein the
generation of all of the electronic currency is performed in a single block by creating this block in a blockchain using a mining
operation that generates a maximum possible amount of the electronic currency, and wherein the generated electronic
currency is issued into circulation in an amount equal to or less than the amount of the gold reserve substantiating it;

when the amount of gold reserve reaches a threshold amount, calculate, by the computer processor, in real-
time, an amount of gold to be sold or purchased on the external market in order to fully substantiate the issued electronic
currency based on a set of mathematical functions that account for distributions of moments of time of receiving from the
clients orders for purchasing or selling of electronic currency using a fiat currency and size of the received orders, and

transmit to the management module an order to purchase or sell the calculated amount of gold, on the external
market, to maintain a sufficient amount of reserve to fully substantiate the electronic currency at each moment of time.
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NMpuMepbl U3 Halen NPaKTUKMU:
US Patent 9,443,017 to Yandex

Title: System and Method for Displaying Search Results
Filed: June 2, 2014 -> Issued: September 13, 2016 (Fast Track)

Abstract

Disclosed are systems, methods and
computer program products for showing
search information. In one aspect of the
invention, a method for showing search
information includes processing, by a
hardware processor, a search query
input of a user; providing, via a user
interface component, a preview of a
number of search results corresponding
to at least a portion of the processed
search query input; detecting, by the
hardware processor, activation of the
user interface component; and
displaying at least a portion of the
search results in response to the
activation of the user interface

Smart in your world®
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Claims of the US Patent No. 9,443,017

A method for showing search information on a screen, the method comprising:

providing a user interface comprising: a first user interface component for receiving one or
more elements of a search query input from a user, and a second interface component having a dual
functionality, including (i) providing a preview of an integer number of search results corresponding to at
least a portion of the search query input without showing contents of the search results, and (ii) receiving
a user input that causes display of at least a portion of contents of the search results;

receiving, via the first user interface component, one or more elements of the search query
input from the user; processing, by a processor, the search query having the one or more received inputs
prior to the user finalizing and submitting the search query;

dynamically determining and updating, by the processor, an integer number of search
results as the first user interface component continues to receive the one or more elements of the search
query input from the user; dynamically providing for display to the user, via the second user interface
component, only the integer number of search results corresponding to at least a portion of the
processed search query input without showing on the screen any additional information relating to the
search results;

detecting, by the processor, activation of the second user interface component by the user;

and

providing for display to the user at least a portion of the search results in response to the
activation of the second user interface component.
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NMpuMepbl U3 Halen NPaKTUKMU:
US Patent Application 2016/0275180 to Abbyy

Title: System and Method for Storing and Searching Data Extracted from Text Documents

Filed: May 20, 2015 (pending)

Abstract

Text data is subjected to syntactic and semantic
analysis of natural language texts based on exhaustive
linguistic descriptions. The results are then used in the
information extraction process from which an RDF
(Resource Description Framework) graph is generated.
The extracted data is represented as a set of <subject,
predicate, object>(<s, p, 0>) triplets. The subject is
some entity, or information object, that represents an
object in the real world. The predicate is a certain
feature that describes the subject. There are two types
of predicates: attributes and relations. An object is a
given predicate's value for a given subject and may be
either a simple data type (integer, string, etc.) or the
identifier of a different information object. There are
various types of information objects, for example:
Person, Location, Organization, Job Placement
Confirmation etc. The storage of extracted data
contains one or more RDF graph that represent all of
the extracted information about real-world objects, and
a collection of annotated document texts.
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Claims of the US Application 2016/0275180

A computer-implemented method for storing in a computer system, searching and updating data
extracted from text documents, the method comprising:

extracting at least one first information object from a text document;
generating one or more subject-predicate-object triplets for the first information object;

accessing a storage of extracted data that contains a RDF graph comprising a plurality of
subject-predicate-object triplets for a plurality of different information objects extracted from different text
documents;

searching the storage of extracted data for a second information object related to the same
object in real world as the first information object, wherein two information objects are related when said
two information objects have at least the subject parameter in common, and wherein searching includes
selecting and searching at least one of three types of identifier tables containing one of a double, a triple
and a quad search indices, wherein each search index is based on at least two parameters selected
from a subject, a predicate, an object and a document;

when at least one second information object related to the same object in real world as the
first information object is found, updating the storage of extracted data by adding the at least one
subject-predicate-object triplet of the first information object to the RDF graph and updating at least one
of the three types of indexes tables.
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